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NEW QUESTION 1

DRAG DROP

An engineer is implementing NetFlow on a Cisco Nexus 7000 Series Switch.

Drag and drop the NetFlow commands from the left into the correct order they must be entered on the right.
Select and Place:

NTE-1{config)# interface <interface=> Sten 1
N7E-1(config-if)# ip flow monitor NetflowMonitor input tep

NT7K-1(config)# feature netflow Step 2

WTK-1({config)# flow exporter NetflowMonitor

/ : Step 3
N7K-1(config)# flow record NetflowMonitor P
N7K-1{config)# flow monitor NetflowMonitor Step 4
A. Mastered
B. Not Mastered
Answer: A
Explanation:
N7K-1(config)# interface <interface> i : .
NT7K-1(config-if)# ip flow monitor NetflowMonitor input NTK-I(config)# feature netflow
ITK - # ; > %
N7K-1(config)# feature netflow N7K-1({config)# flow exporter NetflowMonitor

N7K-1(config)# flow record NetflowMonitor

NTK-1(config)# flow exporter NetflowMonitor — : o
N7K-1(config)# flow record NetflowMonitor N7K-1(config)# flow monitor NetflowMonitor

NTK- # i i
NTE-1{config)# flow monitor Netflowhonitor NTE-1(contight interface <interiace>

NEW QUESTION 2
Refer to the exhibit.
Hosi B Switch B

L&
-' il | Eth 2/ 37 m—
[.:J—-’

§ Switch A ERSPAN Configuration:

# Switch B ERSPAN Configuration:

monitor sessicn 47 type erspan-
destination
=ource ip 10.11.11.2
destination interface
Ethernet2/3i3
erapan=-id 903
vrf default

monitor aeazion 48 type erapan-apurce
spurce interface EthernetiZ/11l beth
deatination ip 10.11.11.2

L hut

erapan=-id %03 G

vef default interface Ethernetl/33

no shut switchport monitor
monitor erapan origin ip-address L2 congection feature interface-vlan
10.254.294.20 global interface Vlan 12
interface loopbackl ip Pddres? 10.11.11.2/2%9

ip address 10.254.254.20/32 o P Tedarects

no. shutdown

interface Ethernetl/1 _
switchport ik interface Ethernetl/2

svitchport mode trumk switchport
no shutdown switchport mode trunk
no shutdown

o ———————Eth Efil—i'-"i
-

Switch A Host A

featore interface-vlan

interface Vlian 12
ip address 10.11.11.1/2%
no ip redirects
no shutdown

Which statement about the ERSPAN configuration in this environment is true?

NTK-1(config-if)# ip flow monitor NetflowMonitor input

A. The session number of the source of ERSPAN spanned traffic must have a session ID of 47 for the traffic analyzer to receive the traffic.

B. Host B is the source of ERSPAN spanned traffic and host A is the traffic analyzer.

C. The session number of the source of ERSPAN spanned traffic must have a session ID of 48 for the traffic analyzer to receive the traffic.

D. Host A is the source of ERSPAN spanned traffic and host B is the traffic analyzer.

Answer: D

NEW QUESTION 3
Refer to the exhibit.
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Start time: Mon Apr 15 09:23:01 2019

Last election time: Mon Apr 15 09:24:24 2019

aA: UP, PRIMARY

B: UP, SUBORDINATE

A: memb state UP;, lead state PRIMARY, mgmt services state: UP
B: memb state UP, lead state SUBORDINATE, mgmt services state: UP
heartbeat =tate PRIMARY OK

INTERNAL NETWORK INTERFACES:

ethl, UP

eth2, UP

HA NOT READY

Ho device connected to this Fabric Interconnect

What must be connected to clear the HA NOT READY status?

A. Layer 1-Layer 2 ports
B. server chassis

C. management ports
D. network uplinks

Answer: B

NEW QUESTION 4
A small remote office is set to connect to the regional hub site via NSSA ASBR.
Which type of LSA is sent to the remote office OSPF area?

A. type 7 LSA
B. type 1 LSA
C. type 5LSA
D. type 3LSA

Answer: A

NEW QUESTION 5
Refer to the exhibit.

switch(config)# interface Ethernet 2/2
switch(config)# ip address 172.23.231.240/23
switch(config)# ip verify unicast source reachable-via rx

What is configured as a result of running these commands?

A. loose unicast RPF

B. strict unicast RPF

C. IP Source Guard

D. reverse lookup for outbound packets

Answer: B

NEW QUESTION 6
Refer to the exhibit.

Mexus# show vpe peer-Keepalive | | Keepalive
~Keepalive interval : 1000 msec

—Keepalive timeout : 5§ seconds

-Keepalive hold timeout : 3 seconds
—Keepalive vrf : management

~Keepalive udp port : 3200

—Keepalive tos : 192

Nexus# ethanalbvzer local inferface mgmi limit-captured-frames 1000

Capturing on mgmtQ

2019-06-15 12:01:51.242597 192.168.254.11 -> 192.168.254.3 ICMP Echo (ping) request

2019-06-15 12:01:51.242860 192.168.254.3 -> 192.168.254.11 ICMP Echo (ping) reply

2019-06-15 11:50:15.975474 192.168.254.1 = 192.168.254.3 TCP 47540 > bootps [SYN] Seq=0 Win=1024 Len=0 MS3=1460
2019-06-15 11:50:15.975547 192.168.254.3 -> 192.168.254.1 TCP 28 > 47540 [RST, A CK] Seq=1 Ack=1 Win=0 Len=0
2019-06-15 11:50:15.975564 192.168.254.1 -= 192.168.254.3 TCP 47540 > 44 [SYN] Seq=0 Win=1024 Len=0 M55=1460
2019-06-15 11:50:15.975924 192,168.254.1 -> 192, 1682543 TCP 47540 = discard [SYN] Seq=0 Win=1024 Len=0 MS55=1460
2019-06-15 11:50:15.976027 192,168.254.]1 -> 192.168.254.3 TCP 47540 > 97 [SYN] 5eq=0 Win=1024 Len=0 MS5=1460
2019-06-15 11:50:15.976381 192.168.254.1 -> 192.168.254.3 TCP 47340 > 35 [SYN] Seq=0 Win=1024 Len=0 MS§=1460
2019-06-15 11:50:16.661845 192,168.254 3 - 192.168.254.4 UDP Source port: 3200 Destination port: 3200

2019-06-15 11:50:16.761147 00:82:73:a2:41:13 -> 01:80:c2:00:00:00 STP Conf. Root = 8192/10/eczel :a9:df:6c:80 Cost = 22 Port = 0x8013
2019-06-15 11:50:16.853248 192.168.254.4 -= 192.168.254.3 UDP Source port: 3200 Destination port: 3200

2019-06-15 11:50:17.326253 192.168.254,1 = 192.168.254 3 5SH Encrypted request packet len=52

2019-06-15 11:50:17.327313 192.168.254.3 > 192.168.254.1 55H Encrypted response packet len=1348

2019-06-15 11:50:17.377246 192.168.254.4 -= 230.255.70.83 UDP Source port: 7546 Destination port: 7546

2019-06-15 11:50:17.55221% 192.168.254.1 -= 192.168.254.3 TCP 14139 > ssh [ACK] 5eq=365 Ack=1127T Win=63546 Len=0
2019-06-15 11:50:17.661764 192.168.254.3 == 192.168.254.4 UDP Source port: 3200 Destination port: 3200

2019-06-15 11:50:17.653242 192.163.254.4 -=> 192.168.254.3 UDP Source port: 3200 Destination port: 3200

2019-06-15 11:50:17.872637 8c:60:41aa:c2:e1 == 01:80:e7:00:00:0e LLDP Chassis : d = 8¢:60:41:aa:¢2:el Port Id = mgmt0 TTL = 120
2019-06-15 11:50:08.173056 192.168.256.3 -> 192.168.254.2 NTP NTP client

2019-06-15 11:50:08.173256 192.168.256.2 -> 192.168.254.3 NTP NTP server

A flapping link issue has been reported on the vPC keepalive link. A packet capture has been activated on the Cisco Nexus switch. What is the destination IP

address of the vPC keepalive packets that are sent by the switch?
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A.192.168.254 .4
B. 192.168.254.1
C. 192.168.254.2
D. 239.255.70.83

Answer: A

NEW QUESTION 7
Refer to the exhibit.

Nexus (config)# show checkpoint summary
Umer Checkpolint Summary

1} BeforeLi:

Created by admin

Created at Mon, 15:25:08 31 Dec 2018
Size is 9,345 bytes

Deacription: Hone

Syatem Checkpoint Summary
2) aystem-fm-vrrp:
Created by admin

Created at Fri, 09:57:02 14 Jun 2019
Bize i= 20,865 bytes
T"HH-:_.':'J]-I:.l-"qL: CreEatad i.'-'_lr Faaturae Hnrn—:r;r'r.

3) aystem-fm-hsrp engine:

Created by admin B

Created at Fri, 09:57:28 14 Jun 2019
Size 13 20,822 bytes

Deacription: Created by Feature Manager.

What is the reason the system-fm-vrrp checkpoint was created?

A. The VRRP process crashed and the checkpoint was automatically created.
B. The VRRP service restarted and the checkpoint was automatically created.
C. The network administrator manually created it.
D. The VRRP-enabled feature has been disabled.

Answer: D

NEW QUESTION 8
What are two capabilities of the Cisco Network Assurance Engine? (Choose two.)

A. It validates that devices comply with network security policies.
B. It predicts the impact of changes to the network.

C. It predicts the network load on a data center.

D. It ensures that network performance meets an SLA.

E. It verifies the speed of network packet flows by using telemetry.

Answer: AB

NEW QUESTION 9

What is an advantage of streaming telemetry over SNMP?
A. on-change traps sent to a receiver

B. periodic push-based subscription messages

C. periodic polling of the device status

D. MD5-based authentication on polling

Answer: B

NEW QUESTION 10

Which method must a network engineer use to upgrade the BIOS firmware or a Cisco UCS standalone C-Series rack- mount server?

A. Use the U-ACPI Interface.

B. Use the Cisco host upgrade utility.

C. Use the Cisco hardware upgrade utility.
D. Use the Cisco host firmware policy.

Answer: B

NEW QUESTION 10
An engineer is asked to use SaaS to manage Cisco computing.
Which two items are needed to accomplish the task? (Choose two.)

A. Intersight

B. UCS Central

C. Device/Claim ID

D. Node name/Serial Number
E. UCS Manager

Answer: AE
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NEW QUESTION 15
Refer to the exhibit.

Preveguisilss

Which two Cisco UCS components are upgraded as a result of the configuration? (Choose two.)

A. IOMs

B. Cisco UCS Manager
C. board controller

D. adapters

E. BIOS

Answer: AC

NEW QUESTION 17
Which two settings must be configured before enabling a Cisco UCS Manager domain for Cisco Intersight connectivity? (Choose two.)

A. SMTP servers

B. SMTP reply-to address
C. NTP servers

D. syslog redirection

E. DNS servers

Answer: CE

NEW QUESTION 21
A network engineer is adding a Cisco HyperFlex data platform to the Cisco Intersight management portal.
Which two components are required for Intersight to claim the Cisco HyperFlex data platform? (Choose two.)

A. device FQDN

B. device claim code

C. device public IP address
D. device ID

E. device serial number

Answer: BD

NEW QUESTION 22
Where is the witness deployed in a two-node Cisco HyperFlex Edge deployment?

A. to the HyperFlex Edge two-node cluster

B. to Cisco Intersight

C. to a third-party cloud provider

D. to an additional server with network access to HyperFlex Edge

Answer: B

NEW QUESTION 23

DRAG DROP

An engineer deploys a custom guest shell rootfs onto multiple switches. Drag and drop the steps from the left into the correct order on the right. Export the Guest
Shell rootfs.

Select and Place:
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Customize the guest shell rootfs. Step 1
Export the Guest Shell rootfs. Step 2
Store it in a file server. Step 3

Import the Guest Shell rootfs

. Step 4
to other switches. P
Install the specific Guest Shell across Step 5
devices simultanecusly. P -
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Customize the guest shell rootfs. Customize the guest shell rootfs.
Export the Guest Shell rootfs. Export the Guest Shell rootfs.
Store it in a file server. Store it in a file server.
Import the Guest Shell rootfs Import the Guest Shell rootfs
to other switches. to other switches.
Install the specific Guest Shell across Install the specific Guest Shell across
devices simultanecusly. devices simultaneously.

NEW QUESTION 27
An engineer changed a configuration and must perform a rollback.
Which statement applies to a Cisco Nexus 5600 Series Switch?

A. The configuration rollback functionality is disabled when FCoE is enabled.

B. A system checkpoint is generated automatically when the running configuration is saved to NVRAM.
C. A user who is assigned to the network-operator user role can perform a rollback.

D. Errors are skipped when an atomic rollback type is triggered.

Answer: A

NEW QUESTION 28
Which two statements about the process of performing an EPLD upgrade on a Cisco MDS 9000 Series Switch are true? (Choose two.)

A. The upgrade can be performed from the standby supervisor module.

B. The upgrade process disrupts only the module that is being upgraded.

C. The active supervisor can be upgraded.

D. If an upgrade is interrupted, the upgrade continues after a connection is restored.
E. Modules must be online to be upgraded.

Answer: AB

NEW QUESTION 31
Which two statements about the process at upgrading an EPLD on a Cisco MDS 9000 Series Switch are correct? (Choose two.)

A. EPLDs can be upgraded only to the latest EPLD image.

B. EPLD upgrades can be completed without powering down the module during the upgrade.
C. An upgrade verification identifies the impact of each EPLD upgrade.

D. The EPLDs for all the modules on a switch must be upgraded at the same time.

E. EPLDs can be upgraded without replacing the hardware.

Answer: CE

NEW QUESTION 36
Refer to the exhibit.
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show install all impact epld bootflash:n9%000-epld.6.1.2.I3.1.img

What is the outcome of this command when the EPLD is updated on a Cisco Nexus 9000 Series Switch?

A. displays the compatibility of the EPLD upgrade and the image in the bootflash
B. shows a simulated upgrade of the EPLD

C. upgrades the EPLD on the switch disruptively

D. displays the impact of the upgrade on the operation of the switch

Answer: A

NEW QUESTION 37
Refer to the exhibit.

A o - Unibed Compuing x]ﬂ
Fde E&t View Favomes Took  Help

Create Backup Operation

Which backup operation type does not include the Preserve Identities feature?

A. full state

B. all configuration

C. logical configuration
D. system configuration

Answer: C

NEW QUESTION 39
Refer to the exhibit.

CISCO-UCS-A# scope org /[
CISCO-UCS-A Jorg* # create asrvice-profile Ciscol inatance
CISCO=UCS=-A /org/service-profile® § aet bilos-policy biosl

CISCO-BCE-A
CI3CO=-DC3-A
CISCO-UCS-A
CISCO-UC3-A
CISCO-UCS-A
CISCO=UCE=A
CISCO-UCS-A
CISCO=-UC3=A
CISCO-UCS-A
CISCO-UC3-A
CISCO-UCS-A
CLSCO-UCE=-A
CISCO-UCS-RA
CI3CO=UC3S-A
CIZCO-UCS-A
CISCo-UCs-A

forgfaervice-profile®
Jforg/asrvice-prafile®
forg/faervice-profile®
forgfaesrvice-prafile*
Jorg/asrvice-profile®
Jforg/faervice-profile®
forg/asrvice-profile®
Jorg/asrvice-profile®
forg/aervice-profile®
forg/faervice-profile®
Jorgfaervice-profile®
Jforglaegrvice-profile®
forg/feervice-profile®
Jorg/aervice-profile®
forg/faervice-profile®
forg/aervice-prafile §

I o

aet
aet
sat
agt
sat
ast
aat
et
sat
agt
aat
sat
aet

boot-policy bootl
ext-mgmt-ip-atate none
hoat-fw-policy ipmi-user587
identivy dynamic-uuid derived
ipmi-acceas-profile ipmil
local-diak-policy locall
maint-policy maintl
mgmt-fw-policy mgmtl
power-control-policy powarl
scrub-palicy acrubl
acl-policy =aoll
atata-policy atatal
user-label Ciaco

veon-policy veonnpolicy
commit-buffer

What is a characteristic presented in the service profile of the UUID?

A. unigue system generated
B. allocated from a UUID pool
C. vendor assigned

D. based on the hardware

Answer: B

NEW QUESTION 42
Refer to the exhibit.

FI-1# scope org /
FI-1 /org # create maint-policy maintenance

FI-1 /org/maint-policy* # set reboot-peclicy timer-automatic
FI-1 /org/maint-policy* # set soft-shutdown-timer never

Which action must be taken before the maintenance policy can be committed?
A. Specify a maintenance time by selecting a schedule.

B. Associate a service profile to the maintenance policy.

C. Set the soft shutdown timer to a specific time.

D. Set the policy to apply the changes on the next reboot.

Answer: A

NEW QUESTION 44
What is an advantage of NFS as compared to Fibre Channel?
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A. NFS removes the impact of IP overhead.

B. NFS enables thin provisioning for LUNSs.

C. NFS provides direct access to the underlying storage hardware.
D. NFS provides the dynamic allocation of storage capacity.

Answer: B

NEW QUESTION 45

A Cisco MDS 9000 Series Storage Switch has reloaded unexpectedly.
Where does the engineer look for the latest core dump file?

A. Imnt/recovery

B. /mnt/core

C. /Imnt/logs

D. /mnt/pss

Answer: D

NEW QUESTION 48

In an FCoE environment, for which two sets of data must an interface that implements the PAUSE mechanism always provision sufficient ingress buffer? (Choose

two.)

A. frames that were sent with high credit

B. frames that were sent on the link but not yet received

C. frames that were processed and transmitted by the transmitter after the PAUSE frame left the sender
D. frames that were processed and transmitted by the transmitter before the PAUSE frame left the sender
E. frames that were sent on the link and received

Answer: BD

NEW QUESTION 53
What are two types of FC/FCoE oversubscription ratios? (Choose two.)

A. switch processing power to end-node processing power
B. port bandwidth to uplink bandwidth

C. server storage to end-node count

D. edge ISL bandwidth to core ISL bandwidth

E. host bandwidth to storage bandwidth

Answer: DE

NEW QUESTION 57
Refer to the exhibit.

Disk Array 10 ?:;‘f_;eiﬁg'%‘:::"l“ Server 10
10:00:00:00:00:aa:bb:cc:02 A2 > MDS-Edge 2 10:00:00:00:aa:bb:cc:01
Pl B1 - MDS-Edge-1 &5 m
g %, f o ) F 1
Lf’ Zone Al ) Eliil?i Eﬂgﬂ 2 [ Zone A2 =| \
\, EE ’ AC 3 L1 #,."
N N _____,"" o
-—
A7 R E port E port
( - a<__—
| Zone Bl | . ™
Y f - - Iy - -2 )
9 % MDS-Edge-1 MDS-Edge [ l — ;I
ey T . y
.'\'\. -'_‘;"
20:00:00:00:aa:bb:cc:02 e P
Disk Array 20 20:00:00:00:aa:bb:ce:01

Server 20

An engineer is implementing zoning on two Cisco MDS switches. After the implementation is finished, E Ports that connect the two Cisco MDS switches become

isolated. What is wrong with the implementation?

A. Zones are local to the MDS switch and name service must be used to activate the connection between E Ports.
B. Different zone set names must be configured on both MDS switches.

C. Zones must have the same name on both MDS switches for the E Ports to function.

D. E Ports on both MDS switches must be configured as F Ports for the zoning to function.

Answer: A

NEW QUESTION 59
An engineer is implementing FCoE.
Which aspect of DCBXP on a Cisco Nexus switch affects this implementation?

A. It requires that LLDP transmit and LLDP receive are enabled on the FCoE interface.

B. It uses the Cisco Fabric Services protocol to exchange parameters between two peer links.
C. It provides the authentication of peers on the Cisco Nexus switch.

D. It always is enabled on 10/100-Mbps native Ethernet ports.
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Answer: A

NEW QUESTION 62

Which statement about monitoring Fibre Channel traffic on a Cisco UCS 6332 Fabric Interconnect is true?

A. Fibre Channel traffic can be monitored only on one vHBA per server.
B. Fibre Channel traffic can be monitored as it is encapsulated as FCoE.
C. The monitoring of Fibre Channel traffic is limited to the default VSAN.

D. The destination port for monitoring must be an unassigned Fibre Channel port.

Answer: A

NEW QUESTION 65
Refer to the exhibit.

N5K-1 (config)#interface fc2/3
N5K-1 (config-if) #switchport mode sd
NSK-1 (config-if) # no shutdown

What is the result of implementing this configuration?

A. The Fibre Channel interface is configured for SPAN.

B. The Fibre Channel interface is configured for source distribution.

C. The Fibre Channel interlace is configured for FSPF.

D. The Fibre Channel interface is configured for synchronization distribution.

Answer: A

NEW QUESTION 67

A customer has a requirement for an automation solution that supports periodically acquiring configuration from a centralized server and aligning UCS servers to

their desired state. Which open-source tool meets this requirement?
A. SaltStack

B. Kubernetes

C. Puppet

D. Terraform

Answer: C

NEW QUESTION 71

An administrator needs to configure an automated policy to shut down a link when a given threshold is exceeded on MDS switch. Which feature needs to be used?

A. RMON

B. EEM

C. Call Home
D. Scheduler

Answer: B

NEW QUESTION 74

What is an advantage of using Ansible for automation as compared to Puppet and Chef?

A. Ansible performs automation without installing a software agent on the target node.
B. Ansible abstracts a scenario so that one set of configuration settings can be used across multiple operating systems.

C. Ansible automates the enforcement of configuration settings.
D. Ansible configures a set of CLI commands on a device by using NETCONF.

Answer: A

NEW QUESTION 78

What is required for using Ansible with HTTP/HTTPS protocol in a Cisco NX-OS environment?

A. XML management interface
B. SSH

C. Open Agent Container

D. NX-API

Answer: D

NEW QUESTION 79
Refer to the exhibit.
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Pyvthon Code:

1mpOYC regqueats
import jaon

url="http://lab-923180bdlf-awl/ina"'
switchuser="dazfre'
awitchpasaword="Clacoroxd"

myheaders=("content-type' ‘applicationS/jsen')
payloacds{
"ins_ api™: A

"yarsjion™: "1.0%;

"type": "cli ahow",

Pehunk®™: "OQ",

Wi ll|_1I'

"input™: "econfigure terminal : feature hsep”,
"output format™: "jaon”™

1

|

reaponse = requesta poat {url,data=jzon.dump={payload),

headers=myheaders, auth={awitchuser, awitchpaszsword) )
print (response. text)

ERROR MESSAGE
!

"ins api® [

Peyvpe": "gli show"

ygraion”™: 71 L0%,

mEid” "aopc”,

"outputs”, |

"output"™ [t

"olierror™ "% invalid commandin”,
"input" Peapnficure terminal®
- "input CLI command ercor®,
"code™ - feli by

1
bl

"clierror™ "% invalid commandy\n"™,

"input" "feature harp",
"m=q" "input CLI command error",
Teode™ bl 1010 L

B

|

Why does the Python code for Cisco NX-API print an error message?

A. The JSON is not a supported format for the NX-API.

B. The "type" is wrong in the header of the request and should be "cli_conf"
C. NX-API does not allow configuration for features via the requests module.
D. The "type" is wrong in the body of the request and should be “cli_conf"

Answer: C

NEW QUESTION 82

An engineer enters these commands while in EEM on a Cisco Nexus 9000 Series Switch

event manager applet Backup-config event timer watchdog time 1800 name timer event cli match "copy running-config startup-config" What is the result of
applying this configuration?

A. It generates an error because no action is mentioned.

B. It executes the copy running-config startup-coring command.
C. It saves the running configuration every 1800 seconds.

D. It blocks the copy running-config startup-config command.

Answer: A

NEW QUESTION 83
An engineer is asked to modify an overridden policy by changing the number of FCNS database entries to 1500 and then generate a message.
What Configuration will accomplish this task?

A. event manager applet fcns_policyevent fcns entries max-per-switch 1500action 1.0 syslog priority warnings msg FCNS DB entries have reached the EEM limit
action2.0 policy-default

B. event manager applet fcns_policy override fcns_entries_max_per_switchaction 1.0 syslog priority errors "CNS DB entries have reached the EEM limit" action
2.0 policy-default

C. event manager applet fcns_policy override fcns_entries_max_per_switchevent fcns entries max-per-switch 1500action 1.0 syslog priority warnings msg FCNS
DB entries have reached the EEM limit

D. event manager applet fcns_policy action 1.0 syslog priority warnings msg FCNS DB entries have reached the EEM limit action 2.0 event-default

Answer: C

NEW QUESTION 86
Refer to the exhibit.

<?xml version="1.0" encoding="UTF-8"7?><imdata totalCount="1"><error
code="403" text="Token was invalid (Error: Token timeout)"/></imdata>

An engineer configures a new application profile using REST API and receives this error message. Which method can be used before the application profile can
be configured?
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A. GET to aaalListDomains
B. POST to aaaRefresh

C. POST to aaalogin

D. POST to aaalLogout

Answer: C

NEW QUESTION 88

An engineer is asked to manage a large-scale data center and collect information from multiple Cisco NX-OS devices using Cisco NX-OS Data Management
Engine model.

Which technology should be used to accomplish this goal?

A. NETCONF
B. NX Yang

C. NX-AP| REST
D. JSON-RPC

Answer: C

NEW QUESTION 93
Which configuration generates a syslog message when CPU utilization is higher than 60%?

A. event manager applet HIGH-CPU event snmp oid 1.3.6.1.4.1.9.9.109.1.1.1.1.6.1 get-type exact entry-op gt 60 poll-interval 5 action 1.0 syslog priority
notifications msg "cpu high"

B. event manager applet HIGH-CPU event snmp oid 1.3.6.1.4.1.9.9.109.1.1.1.1.6.1 get-type exact entry-op It 60 poll-interval 5 action 1.0 syslog priority
notifications msg "cpu high"

C. event manager applet HIGH-CPU event snmp oid 1.3.6.1.4.1.9.9.109.1.1.1.1.6.1 get-type next entry-op gt 60 poll-interval 5 action 1.0 syslog priority
notifications msg "cpu high"

D. event manager applet HIGH-CPU event snmp oid 1.3.6.1.4.1.9.9.109.1.1.1.1.6.1 get-type next entry-op It 60 poll-interval 5 action 1.0 syslog priority notifications
msg "cpu high”

Answer: A

NEW QUESTION 98

DRAG DROP

A network engineer must implement RBAC on Cisco MDS 9000 Series Multilayer Switches.

Drag and drop the Cisco MDS 9000 Series roles from the left onto the correct categories on the right.
Select and Place:

System Defined
san-operator
global-admin
server-admin
storage-admin
User Defined

network-admin

network-operator

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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T
san-operator
nerwork-admin
global-admin =i
network-operator
server-admin
= = — server-adimin
storage-admin
User Defined
network-admin san-operator
network-operator storage-admin
global-admin

NEW QUESTION 100
An engineer must configure RBAC in Cisco UCS Manager in an existing data center environment.
Which two roles can be used to configure LAN connectivity policies? (Choose two.)

A. server-profile
B. network-admin
C. operations

D. enable

E. admin

Answer: BE

NEW QUESTION 101
DRAG DROP

An engineer is implementing security on the Cisco MDS 9000 switch.

Drag and drop the descriptions from the left onto the correct security features on the right.
Select and Place:

Fabric Binding

can be distributed via fabric services
Target 1

uses the Exchange Fabric Membership Data protocol

Target 2

o

allows a preconfigured set of Fibre Channel devices
to logically connect to SAN ports

Port Security

prevent unauthorized switches from joining the
fabric or disrupting current fabric operations Target 3

— e —— — —

Target 4

A. Mastered
B. Not Mastered

Answer: A

Explanation:

can be distributed via fabric services Fabric Binding

uses the Exchange Fabric Membership Diata protocol

uses the Exchange Fabric Membership Data protocol

allows a preconfigured set of Fibre Channel devices
to logically connect to SAN ports

allows a preconfigured set of Fibre Channel devices
to logically connect to SAN ports . -
— — ————— | Pomt Securty

prevent unauthorized switches from joining the
fabric or disrupting current fabric operations

can be distributed via fabric services

prevent unauthorized switches from joining the
fabric or disrupting current fabric operations
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NEW QUESTION 103
Port security is enabled on a Cisco MDS 9000 Series Switch.
Which statement is true?

A. Port security can be enabled only globally and affects all VSANSs.

B. Any devices currently logged in must be added manually to the device database.
C. Auto-learning is always enabled automatically when port security is enabled.

D. Cisco Fabric Services must be disabled before enabling port security.

Answer: C

NEW QUESTION 108

DRAG DROP

Drag and drop the storage technologies from the left onto the correct descriptions on the right.
Select and Place:

NFSv2 uses client machine authentication
Kerberos uses users authentication
NFSv4 authenticates clients and servers in NFSv4

authenticates clients to corporate
directory systems

RADIUS

A. Mastered
B. Not Mastered

Answer: A
Explanation:
NESv2 NFS§v2
Kerberos NFSv4
NFSv4 Kerberos
RADIUS RADIUS

NEW QUESTION 109
Which two authentication types does Cisco UCS Manager support when configuring authentication? (Choose two.)

A. PAM

B. local

C. 802.1X
D. Kerberos
E. LDAP

Answer: BE

NEW QUESTION 112
Refer to the exhibit.

NEXUS (config) # feature tacacs+

MEXUS (config) # tacacs-server timeout 5

NEXUS (config) # tacacs-server directed-request

MEXUS {config) # tacacs-server deadtime 0

NEXUS (config) # tacacs server host 10.1.50.20 port 49
MEXKUS (config) # tacacs-server host 10.1.50.20 key 7 "Flwhgl23" timeout 1
MEXUS (config) # aaa group server tacacs+ ISE

NEXUS {config-tacacst) # server 10.1.50.20

MEXUS (config-tacacs+) §# deadtime 10

WEXUS (config-tacacs+) # use-vrf management

MEXUS (config-tacacs+) § source-interface mgmt 0O

MEXUS (config)# aaa authentication legin default group ISE

What is the result of implementing this configuration?

A. The switch queries the TACACS+ server by using an encrypted text PAP login.
B. The TACACS+ server uses the type-6 encrypted format.
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C. The switch queries the TACACS+ server by using a clear text PAP login.
D. The timeout value on the TACACS+ server is 10 seconds.

Answer: D

NEW QUESTION 114
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