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NEW QUESTION 1

- (Exam Topic 1)

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
Device1 is marked as compliant. O O
Device4 is marked as compliant. O O

Device5 Is marked as compliant.

O
O

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Text Description automatically generated

NEW QUESTION 2
- (Exam Topic 2)
What should you upgrade before you can configure the environment to support co-management?

A. the domain functional level

B. Configuration Manager

C. the domain controllers

D. Windows Server Update Services (WSUS)

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/comanage/tutorial-co-manage-clients

NEW QUESTION 3

- (Exam Topic 3)

You have a Microsoft 365 subscription.

You have 10 computers that run Windows 10 and are enrolled in mobile device management (MDM). You need to deploy the Microsoft 36S Apps for enterprise
suite to all the computers.

What should you do?

A. From the Microsoft Intune admin center, create a Windows 10 device profile.
B. From Azure AD, add an app registration.

C. From Azure A

D. add an enterprise application.

E. From the Microsoft Intune admin center, add an app.

Answer: D

Explanation:

To deploy Microsoft 365 Apps for enterprise to Windows 10 devices that are enrolled in Intune, you need to add an app of type “Windows 10 app (Win32)" in the
Microsoft Intune admin center and configure the app settings. You can then assign the app to groups of users or devices. References:
https://docs.microsoft.com/en-us/mem/intune/apps/apps-win32-app-management

NEW QUESTION 4

- (Exam Topic 3)

Your company has an Azure AD tenant named contoso.com that contains several Windows 10 devices.

When you join new Windows 10 devices to contoso.com, users are prompted to set up a four-digit pin.

You need to ensure that the users are prompted to set up a six-digit pin when they join the Windows 10 devices to contoso.com.

Solution: From the Microsoft Entra admin center, you configure automatic mobile device management (MDM) enroliment. From the Microsoft Intune admin center,
you create and assign a device restrictions profile.

Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 5
- (Exam Topic 3)
You have an Azure Active Directory (Azure AD) tenant named contoso.com that contains the devices shown in the following table.
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Name | Operating system | Azure AD status Mobile device
management (MDM)
Devicel | Windows 8.1 Registered None
Device2 | Windows 10 Joined None
Device2 | Windows 10 Joined Microsoft Intune
Contoso.com contains the Azure Active Directory groups shown in the following table.
Name Members
Group1 | GroupZ2, Devicel, Device3
Group2 | Device2

You add a Windows Autopilot deployment profile. The profile is configured as shown in the following exhibit.

Create profile
Windows PC

0 Basics

e Dut-of-box experience (OOBE)

o Assignments

0 Review + create

Summary

Basics

Mame Profile1
Deascnption -

Convert all targeted devices to Autopilor  Yes

Device type Windows PC

Out-of-box experience (OOBE)

Deployment mode
jown to Azure AD as
Skip AD connectvity check [preview]

Language (Region)

Self-Deploymng (preview)
Azure AD joined
No

Qperating system default

Automatically configure keyboard Yes
Microsoft Software License Terms Hide
Privacy settings Hide
Hide change account ophons Hide
Lser actount type Standard
Allow White Glove OOBE MNo
Apply device name template Mo
Assignments

Included groups Groupl

Exciuded groups

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements

Yes

If Device1 starts in Out of Box Experience {OOBE) mode, the device will be deployed by using

Autopilot.

if Device? starts in Out of Box Experience (OOBE) mode, the device will be deployed by using

Autopilot.

If Device3 starts in Out of Box Expenence {OOBE) mode, the device will be deployed by using

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Box 1: No

Devicel has no Mobile device Management (MDM) configured.
Note: Devicel is running Windows 8.1, and is registered, but not joined. Devicel is in Groupl.

Profilel is assigned to Groupl. Box 2: No

Mo

Device2 has no Mobile device Management (MDM) configured. Note: Device2 is running Windows 10, and is joined.
Device2 is in Group2. Group2 is in Groupl.

Profilel is assigned to Groupl. Box 3: Yes
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Device3 has Mobile device Management (MDM) configured. Device3 is running Windows 10, and is joined

Devicel is in Groupl.

Profilel is assigned to Groupl.

Mobile device management (MDM) enrollment: Once your Windows 10 device joins Azure AD, Autopilot ensures your device is automatically enrolled with MDMs
such as Microsoft Intune. This program can automatically push configurations, policies and settings to the device, and install Office 365 and other business apps
without you having to get IT admins to manually sort the device. Intune can also apply the latest updates from Windows Update for Business.

Reference: https://xo.xello.com.au/blog/windows-autopilot

NEW QUESTION 6

- (Exam Topic 3)

Your network contains an Active Directory domain named contoso.com. The domain contains a computer named Computerl that runs Windows 10. You have the
groups shown in the following table.

Name Type ' Location

ipi Iniversal cistnbution groug Contoso.com

- il it —— el —p = el sttt R— -

oupZ | Global secunty group | Contoso.com

- - - - -

Group3 HOUD | &

- = B @alael * o
- L3 TON LOmputed

o
L il

Which groups can you add to Group4?

A. Group2only

B. Groupl and Group2 only

C. Group2 and Group3 only

D. Groupl, Group2, and Group3

Answer: C

NEW QUESTION 7

- (Exam Topic 3)

You have a Microsoft 365 subscription that uses Microsoft Intune Suite. You use Microsoft Intune to manage devices.

You have a Windows 11 device named Devicel that is enrolled in Intune. Devicel has been offline for 30

days.

You need to remove Devicel from Intune immediately. The solution must ensure that if the device checks in again, any apps and data provisioned by Intune are
removed. User-installed apps, personal data, and

OEM:-installed apps must be retained.

What should you use?

A. a Delete action

B. a Retire action

C. a Fresh Start action

D. an Autopilot Reset action

Answer: B

Explanation:

A retire action removes a device from Intune management and removes any apps and data provisioned by Intune. User-installed apps, personal data, and OEM-
installed apps are retained. A retire action can be performed on devices that are offline for more than 30 days. References:
https://docs.microsoft.com/en-us/mem/intune/remote-actions/devices-wipe

NEW QUESTION 8

- (Exam Topic 3)

You have 100 computers that run Windows 10 and connect to an Azure Log Analytics workspace.

Which three types of data can you collect from the computers by using Log Analytics? Each correct answer a complete solution.
NOTE: Each correct selection is worth one point.

A. error events from the System log

B. failure events from the Security log

C. third-party application logs stored as text files
D. the list of processes and their execution times
E. the average processor utilization

Answer: ACE

Explanation:

You can collect error events from the System log, third-party application logs stored as text files, and the average processor utilization from the computers by using
Log Analytics. These are some of the types of data that you can collect by using data sources such as Windows event logs, custom logs, and performance
counters. You cannot collect failure events from the Security log or the list of processes and their execution times by using Log Analytics. References:
https://docs.microsoft.com/en-us/azure/azure-monitor/agents/data-sources-overview

NEW QUESTION 9
- (Exam Topic 3)
You have the device configuration profile shown in the following exhibit.
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Kiosk - X

Windows 10 and later

v Basics @) Configuration settings

Configure your devices to run in kiosk mode. Before you select a kiosk mode, review your
app assignments in the Mobile Apps blade. Apps that you want to run in kiosk mode
should be assigned to a Windows device. Learn more about Windows kiosk mode,

Select a kiosk mode * (3 [ Single app. full-screen kiosk ~ ]
Liser logon type= (1) | Auto logon (Windows 10, version 1803+) bl ]
Application type * (2 I Add Microsoft Edge browser W ]

This kiosk profile requires Microsoft Edge version 87 and later with Windows 10 version
1909 and later. Learn more about Microsoft Edge kiosk mode

Edge Kiosk URL* @ | https://contoso.com |
Microscft Edge kiosk mode type (0 | Public ?Bmws.lng-l :If;Fr.r.rate] 3 v |
Refresh browser after idle time (@ | S |
Specify Maintenance Window for App ( Require m.,
Restarts * (0

hMaintenance Window Start Time MMDDAYYY (7 hmmoss A

Maintenance Window Recurrence (&) Daily (recommended)

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic. NOTE: Each correct
selection is worth one point.

Answer Area

e

can access any URL.
cannot view the address bar in Microsoft Edge.

can only access URLs that include contoso.com.
can only access URLs that start with https.//contoso.com/ .

Windows 10 devices can have |

a single Microsoft Edge instance that has a single tab.

a single Microsoft Edge instance that has multiple tabs.
multiple Microsoft Edge instances that have multiple tabs.
multiple Microsoft Edge instances that each has a single tab.

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Users can only access URLSs that start with https://contoso.com/ Windows 10 and later devices can have multiple Microsoft Edge instances that each has a single
tab

he device configuration profile shown in the exhibit is a kiosk browser profile that configures Microsoft Edge to run in kiosk mode. The profile has the following
settings:

» Kiosk mode: Enabled

> Kiosk type: Multi-app

> Allowed URLS: https://contoso.com/*

> Address bar: Disabled

These settings mean that users can only access URLSs that start with https://contoso.com/ and cannot view the address bar in Microsoft Edge. The kiosk type of
Multi-app allows users to open multiple instances of Microsoft Edge, but each instance can only have a single tab. Therefore, users cannot access any URL,
cannot view the address bar in Microsoft Edge, and can have multiple Microsoft Edge instances that each has a single tab. References:
https://docs.microsoft.com/en-us/mem/intune/configuration/kiosk-settings#kiosk-browser-settings

NEW QUESTION 10

- (Exam Topic 3)

You have a Microsoft 365 subscription that contains 100 devices enrolled in Microsoft Intune. You need to review the startup processes and how often each device
restarts.

What should you use?
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A. Endpoint analytics

B. Intune Data Warehouse
C. Azure Monitor

D. Device Management

Answer: B

NEW QUESTION 10

- (Exam Topic 3)

You have a Microsoft 365 subscription that uses Microsoft Intune Suite. You use Microsoft Intune to manage devices. Azure AD joined Windows devices enroll
automatically in Intune. You have the devices shown in the following table.

Name Operating system Azure AD | Line-of-business (LOB)
Joined apps installed
Device1 &4-bit version of Yes No
Windows 10 Pro
Device2 32-bit version of No Yes
Windows 10 Pro
Device3 | 64-bit version of No Yes
Windows 10 Pro

You are preparing to upgrade the devices to Windows 11. All the devices are compatible with Windows 11. You need to evaluate Windows Autopilot and in-place
upgrade as deployment methods to implement

Windows 11 Pro on the devices, while retaining all user settings and applications.

Which devices can be upgraded by using each method? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Angwer Arca

Windows Autopiiot: I Deacel and Deviced only 5
None of the devices
Device ] only

Device! and Device only

Deaice ), Dewvicel, and Deviced

In-place upgrade: I Demace] and Device3 only bt |
MNone of the devices
Dewncet only

Devicel and Device3 only

Devicel, Device, and Device3

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Angwer Area

Whrndows AUtOpoT [ Devicel and Dewiced only 5
None of the devices

Dewice ] and Device3 only

NEW QUESTION 14

- (Exam Topic 3)

You have a Microsoft 365 E5 subscription that contains 100 iOS devices enrolled in Microsoft Intune. You need to deploy a custom line-of-business (LOB) app to
the devices by using Intune.

Which extension should you select for the app package file?

A. .intunemac
B. apk

C.jpa

D. .appx

Answer: C

Explanation:

iOS/iPadOS LOB apps: Select Line-of-business app as the app type, select the App package file, and then enter an iOS/iPadOS installation file with the extension
.ipa.

Reference:

https://docs.microsoft.com/en-us/mem/intune/apps/apps-add
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NEW QUESTION 17

- (Exam Topic 3)

You have a Microsoft Intune subscription.

You have devices enrolled in intune as shown in the following table.

Name | Operating system
Device1 | Android 8.1.0
Device2 | Android 9

Device2 | 108 114.1

Deviced | i0S 12.3.

Device5 | 05 123.2

An app named Appl is installed on each device.
What is the minimum number of app configuration policies required to manage Appl ?

moow»
O MNWNDNEPE

Answer: B

Explanation:

The correct answer is B because you need to create two app configuration policies for managed devices, one for iOS/iPadOS devices and one for Android
devicesl. App configuration policies let you customize the settings of apps for iOS/iPadOS or Android devicesl. The settings are assigned to user groups and
applied when the app runsl. The app developer or supplier provides the configuration settings (keys and values) that are exposed to Intunel. You can't use a
single app configuration policy for both iOS/iPadOS and Android devices because they have different configuration settings2. References: 1: App configuration
policies for Microsoft Intune | Microsoft Learn

https://learn.microsoft.com/en-us/mem/intune/apps/app-configuration-policies-overview 2: Add app configuration policies for managed iOS/iPadOS devices |
Microsoft Learn https://learn.microsoft.com/en-us/mem/intune/apps/app-configuration-policies-use-ios

NEW QUESTION 20

- (Exam Topic 3)

You have a Microsoft 365 subscription.

You use Microsoft Intune Suite to manage devices.

You have the iOS app protection policy shown in the following exhibit.

ACcess requirements

Regqure
N Umenc
ANCHW
{3 Ll
Require
ROk
MO
i 0
F#gurg
NOrE or sCr ] it credentials Fegumre
K the } 30
+ ¥ +
Conditional launch
Setting Value Action
Max PIN attempts 5 Ré<el PIN
Offme grace penod 720 Block access (mmutes
Cffine grace pendd S0 W ipe data (days)
Jailbroken/rooted devices Block access

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic. NOTE: Each correct
selection is worth one point,
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Answer Area
After 30 merated oF inbcivity, § user will B proemgtied for thew [asmwer chodoe]. | P only :J
Sccoumt credentialy cnly S
PN and Moot iedenhali
Erserng P weoeg PN frve tamsed will [anweer chodce]
reset the devaie PiN
v Company data
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Box 1 = PIN only

Box 2 = reset the PIN app

i0S/iPadOS app protection policy settings - Microsoft Intune | Microsoft Learn https://learn.microsoft.com/en-us/mem/intune/apps/app-protection-policy-settings-ios

NEW QUESTION 22

- (Exam Topic 3)

You have a Microsoft 365 E5 subscription.

You create an app protection policy for Android devices named Policyl as shown in the following exhibit.

Hoameé » Appi

Create policy - X

o Basics o Apps

Choose how you want 10 apply this policy 1o apps on different dewices. Then add al least one app

Dewvice types = (1) [Lr‘maf'ag?: Wl
Target policy to | All Apps V_J
ﬂ Wie'll continue to add mansged apps o your poficy & they become avadable in Intune. Yiew & Int ¢f

PP TR well e targeted

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

To apply Policy to an Android device, you must [answer choice]. [T

install the Company Portal app on the device

install the Microsoft Authenticator app on the device
onboard the dewice to Microsoft Defender for Endpoint
onboard the devce to the Microsoft 365 comphance center

When Policy ! is assigned, the policy will apply to [answer choice]. [
users only
devices only
wsers and devices

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Install the Intune Company Portal app on the device

On Android, Android devices will prompt to install the Intune Company Portal app regardless of which Device type is chosen.

Bix 2: Devices only

For Android devices, unmanaged devices are devices where Intune MDM management has not been detected. This includes devices managed by third-party
MDM vendors.

Reference:

https://docs.microsoft.com/en-us/mem/intune/apps/app-protection-policies#app-protection-policies-for-iosipado

NEW QUESTION 27

- (Exam Topic 3)

Your network contains an on-premises Active Directory Domain Services {AD DS) domain that syncs with an Azure AD tenant by using Azure AD Connect.
You use Microsoft Intune and Configuration Manager to manage devices.
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You need to recommend a deployment plan for new Windows 11 devices. The solution must meet the following requirements:

* Devices for the marketing department must be joined to the AD DS domain only. The IT department will install complex applications on the devices at build time,
before giving the devices to the marketing department users.

* Devices for The sales department must be Azure AD joined. The devices will be shipped directly from the manufacturer to The homes of the sales department
users.

» Administrative effort must be minimized.

Which deployment method should you recommend for each department? To answer, select the appropriate options in the answer area. NOTE: Each correct
selection is worth one point.

Answer Area
Sales: | & o N [l
onfiguration Manage N
Windows Autopdol with manual registratgr
Windowes Autapilat with OEM reqrtration
Warketing: onfiguranon Manager -
Windows Autopilot with JuTomanc redgssTration
Windows Autopiiot with manual ragistration
Windows Autepdot with OEM regrstration
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Answer Area
Sales |I jonws Autopiot with automatic registration ._h:‘|
o higuratcn Manager R

WWINCOWNS ALUTORIEGT wWith manual registraton

Windaws Autopilon with OEM reqriraton
Marketing anhguranon Manager -
nuration Manage
Windews Autepilat with automatic registration
Windows Autopilot with manual registraticn
Windows Autopilot with OEM regrstration

NEW QUESTION 32

- (Exam Topic 3)

You have a Microsoft 365 E5 subscription that contains 150 hybrid Azure AD joined Windows devices. All the devices are enrolled in Microsoft Intune. You need to
configure Delivery Optimization on the devices to meet the following requirements:

« Allow downloads from the internet and from other computers on the local network.

« Limit the percentage of used bandwidth to 50. What should you use?

A. a configuration profile

B. a Windows Update for Business Group Policy setting

C. a Microsoft Peer-to-Peer Networking Services Group Policy setting
D. an Update ring for Windows 10 and later profile

Answer: A

Explanation:

A configuration profile is the correct answer because it allows you to configure Delivery Optimization settings for Windows devices in Intune. You can specify the
download mode, bandwidth limit, caching options, and more. A configuration profile is a template that contains one or more settings that you can apply to groups of
devices. References:

2 Windows 10 Delivery Optimization settings for Intune - Microsoft Intune | Microsoft Learn

> Delivery Optimization settings in Microsoft Intune

NEW QUESTION 34

- (Exam Topic 3)

You have an Azure AD tenant and 100 Windows 10 devices that are Azure AD joined and managed by using Microsoft Intune.

You need to configure Microsoft Defender Firewall and Microsoft Defender Antivirus on the devices. The solution must minimize administrative effort.
Which two actions should you perform? Each correct answer presents part of the solution. NOTE: Each correct selection is worth one point.

A. To configure Microsoft Defender Antivirus, create a Group Policy Object (GPO) and configure the Windows Defender Antivirus settings.

B. To configure Microsoft Defender Firewall, create a device configuration profile and configure the Device restrictions settings.

C. To configure Microsoft Defender Antivirus, create a device configuration profile and configure the Endpoint protection settings.

D. To configure Microsoft Defender Antivirus, create a device configuration profile and configure the Device restrictions settings.

E. To configure Microsoft Defender Firewall, create a device configuration profile and configure the Endpoint protection settings.

F. To configure Microsoft Defender Firewall, create a Group Policy Object (GPO) and configure Windows Defender Firewall with Advanced Security.

Answer: CE
Explanation:
To configure Microsoft Defender Firewall and Microsoft Defender Antivirus on Azure AD joined devices that are managed by Intune, you need to create a device

configuration profile and configure the Endpoint protection settings. You can use this profile to configure various settings for firewall and antivirus protection on the
devices. References:
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https://docs.microsoft.com/en-us/mem/intune/protect/endpoint-protection-windows-10

NEW QUESTION 35
- (Exam Topic 3)

You have computer that run Windows 10 and connect to an Azure Log Analytics workspace. The workspace is configured to collect all available events from

Windows event logs.
The computers have the logged events shown in the following table.

DHLRETLRL "_!!!!_!Ll[ll.IllIii1lll'lIEH*lil=ﬂth I

il |

em | Information | o
Computer2)

T A L mhmlumLuunmm 1l

Which events are collected in the Log Analytics workspace?

A. 1 only

B. 2 and 3 only
C.land 3 only
D.1,2,and 4 on
E.1,2,3, and4

Answer: E

Explanation:

All events from Windows event logs are collected in the Log Analytics workspace, regardless of the event level or source. Therefore, events 1, 2, 3, and 4 are all
collected in the workspace. References: https://docs.microsoft.com/en-us/azure/azure-monitor/agents/data-sources-windows-events

NEW QUESTION 40
- (Exam Topic 3)
You have an Azure AD tenant that contains the users shown in the following table.

Name Multi-factor authentication (MFA) status
User1 Disabled
User?2 Enabled

You have the devices shown in the following table.

Name Platform
Device1 Android 1
Device2 | 10S ]

You have a Conditional Access policy named CAPolicyl that has the following settings:

* Assighments

0 Users or workload identities: User 1. Userl

o Cloud apps or actions: Office 365 Exchange Online o Conditions: Device platforms: Windows, iOS
* Access controls

o Grant Require multi-factor authentication

You have a Conditional Access policy named CAPolicy2 that has the following settings:
Assignments

0 Users or workload identities: Used, User2 o Cloud apps or actions: Office 365 Exch

o Conditions

Device platforms: Android, iOS Filter for devices

Device matching the rule: Exclude filtered devices from policy Rule syntax: device. displayName- contains "1"
Access controls Grant Block access

For each of the following statements, select Yes if the statement is true. Otherwise, select No.

Answer Area

Statements Yes No

If User1 connects to Microsoft Exchange Online from Device1, the user is prompted for MFA
If UserZ connects to Microsoft Exchange Online fram Devicel, the user is prompted for MFA.

User2 can access Microsoft Exchange Online from Device?

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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A screen shot of a computer Description automatically generated with low confidence

NEW QUESTION 41
- (Exam Topic 3)

You have an Azure Active Directory (Azure AD) tenant that contains the users shown in the following table.

" Name | Member of
User1 Group
User2 GroupZ

You have devices enrolled in Microsoft Intune as shown in the following table.

Name | Platform | Memberof
Devicel | Windows 10 | Group1
Device2 | Android Group1
Device3 | iOS Group?2

From Intune, you create and send a custom notification named Notificationl1 to Groupl.
For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No
User1 receives Notification1 on Device1. @) @
User?2 receives Notification1 on Device?2. @) )
User1 receives Notification1 on Device3. O O

A. Mastered

B. Not Mastered
Answer: A

Explanation:

A screenshot of a computer Description automatically generated with medium confidence
Reference:

https://docs.microsoft.com/en-us/mem/intune/remote-actions/custom-notifications

NEW QUESTION 44
- (Exam Topic 3)
You have a Microsoft Deployment Toolkit (MDT) server named MDT1.

e

i" o . Doy .-_-.ﬁ-.II —"ﬁ

X Welcome

@ Run the Deployment Wizard
to install a new Operating System

Exit to Command Prompt
Eayboand Layogt | Unmed Tuaned LT
Configurs Stat & Corfigue W S P AddiEiL

You need to prevent the welcome screen from appearing when the computers connect to MDT1.

When computers start from the LiteTouchPE_x64.Iso image and connect to MDT1. the welcome screen appears as shown In the following exhibit.

Which three actions should you perform in sequence? To answer move the appropriate actions from the list of actions to the answer area and arrange them in the

correct order.

Actions Answer Area
Mokl the Dustombettings.ini Bla.

Update the depioyment thaw.
Miodfy the Bootsirapani file. @
Raplace the [50) image @

ot etk Sequence.
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A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Modify the Bootstrap.ini file.

Add this to your bootstrap.ini file and then update the deployment share and use the new boot media created in that process:

SkipBDDWelcome=YES

Box 2: Modify the CustomSettings.ini file. SkipBDDWelcome

Indicates whether the Welcome to Windows Deployment wizard page is skipped.

For this property to function properly it must be configured in both CustomSettings.ini and BootStrap.ini. BootStrap.ini is processed before a deployment share
(which contains CustomSettings.ini) has been selected.

Box 3: Update the deployment share. Reference:

https://docs.microsoft.com/en-us/mem/configmgr/mdt/toolkit-reference#table-6-deployment-wizard-pages

NEW QUESTION 47

- (Exam Topic 3)

Your company uses Microsoft Intune to manage devices.

You need to ensure that only Android devices that use Android work profiles can enroll in intune. Which two configurations should you perform in the device
enroliment restrictions? Each correct answer

presents part of the solution.

NOTE Each correct selection is worth one point.

A. From Platform Settings, set Android device administrator Personally Owned to Block.
B. From Platform Settings, set Android Enterprise (work profile) to Allow.

C. From Platform Settings, set Android device administrator Personally Owned to Allow
D. From Platform Settings, set Android device administrator to Block.

Answer: AB

Explanation:

To ensure that only Android devices that use Android work profiles can enroll in Intune, you need to perform two configurations in the device enrollment
restrictions. First, you need to set Android device administrator Personally Owned to Block. This prevents users from enrolling personal Android devices that use
device administrator mode. Second, you need to set Android Enterprise (work profile) to Allow. This allows users to enroll corporate-owned or personal Android
devices that use work profiles. References: https://docs.microsoft.com/en-us/mem/intune/enroliment/enroliment-restrictions-set

NEW QUESTION 48

- (Exam Topic 3)

You have a Microsoft Intune subscription.

You are creating a Windows Autopilot deployment profile named Profilel as shown in the following exhibit.

Create profile

Configure the cut-of-box sxperience for your Autopdol divices
= oy eralir e "
o Azure AD pened e
Microseht Sofware License Terms o
Important information about hiding license terms
o L ke

The default value for diagnostic data collection has changed for devices running Windows 10,
version 1903 and later. Learn more

. L ke
o [ Seda
o O T :
o Cperating system default e
o va T
o Y " D

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.
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Answer Area

Users who deploy a device by using Profile1 v

INARIer cholon) are prevented from modifying any desktop settings
can create additional local users on the device
can modify the desktop settings for all device users
can modify the desklop settings only for themsehves

Usars can configure the [answer choice] during v

the depioyment computer name
Cortana seftings
keyboard layout

A. Mastered

B. Not Mastered

Answer: A
Explanation:
Answer Area
Users who deploy a device by using Profile1 v
[answer cholce] are prevented from modifying any desktop seltings
can create additional local users on the device
can modify the desktop settings for all device users
can modify the deskiop setlings only for themseives
Users can configure the [answer choice] during v

the deploymentl

keyboard layout

NEW QUESTION 53
- (Exam Topic 3)
Your company has devices enrolled in Microsoft Intune as shown in the following table.

Name Platform
Devicel | Windows 10

Device2 | Android device administrator
Device3 | i0OS

In Microsoft Endpoint Manager, you define the company's network as a location named Locationl.
Which devices can use network location-based compliance policies?

A. Device2 and Device3 only

B. Device2 only

C. Devicel and Device2 only

D. Devicel only

E. Devicel, Device2, and Device3

Answer: E

Explanation:

Intune supported operating systems

Intune supports devices running the following operating systems (OS): iOS

Android Windows macOS

Note: View the device compliance settings for the different device platforms: Android device administrator
Android Enterprise iOS

macOS

Windows Holographic for Business Windows 8.1 and later

Windows 10/11

Reference: https://docs.microsoft.com/en-us/mem/intune/fundamentals/supported-devices-browsers https://docs.microsoft.com/en-us/mem/intune/protect/device-
compliance-get-started

NEW QUESTION 58
- (Exam Topic 3)
You have a Microsoft 365 subscription that contains the devices shown in the following table.
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| Name ' Type
Devicel Windows 10
Devicel 105
Devicel Android Enterprise

You need to ensure that only devices running trusted firmware or operating system builds can access network resources.

Which compliance policy setting should you configure for each device? To answer, drag the appropriate settings to the correct devices. Each setting may be used
once, more than once, or not at all. You may need to drag the split bar between panes or scroll to view content.

NOTE: Each correct selection is worth one point.

Settings Answer Area
o ira Bl pebear " 1
REguIre BrrLocxer, Uence] Setting
Prevent jailbroken dewvices from hawing corporate access
Dewices: Setting
Prevent rooted dewices from having Corporate acoess.
LayiCes, et g

Risquire Secure Boot 10 bé enabled on the device,

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1:

Device Compliance settings for Windows 10/11 in Intune

There are the different compliance settings you can configure on Windows devices in Intune. As part of your mobile device management (MDM) solution, use
these settings to require BitLocker, set a minimum and maximum operating system, set a risk level using Microsoft Defender for Endpoint, and more.

Note: Windows Health Attestation Service evaluation rules Require BitLocker:

Windows BitLocker Drive Encryption encrypts all data stored on the Windows operating system volume. BitLocker uses the Trusted Platform Module (TPM) to help
protect the Windows operating system and user

data. It also helps confirm that a computer isn't tampered with, even if its left unattended, lost, or stolen. If the computer is equipped with a compatible TPM,
BitLocker uses the TPM to lock the encryption keys that protect the data. As a result, the keys can't be accessed until the TPM verifies the state of the computer.
Not configured (default) - This setting isn't evaluated for compliance or non-compliance.

Require - The device can protect data that's stored on the drive from unauthorized access when the system is off, or hibernates.

Box 2: Prevent jailbroken devices from having corporate access Device Compliance settings for iOS/iPadOS in Intune

There are different compliance settings you can configure on iOS/iPadOS devices in Intune. As part of your mobile device management (MDM) solution, use these
settings to require an email, mark rooted (jailbroken) devices as not compliant, set an allowed threat level, set passwords to expire, and more.

Device Health Jailbroken devices

Supported for iOS 8.0 and later

Not configured (default) - This setting isn't evaluated for compliance or non-compliance. Block - Mark rooted (jailbroken) devices as not compliant.

Box 3: Prevent rooted devices from having corporate access. Device compliance settings for Android Enterprise in Intune

There are different compliance settings you can configure on Android Enterprise devices in Intune. As part of your mobile device management (MDM) solution, use
these settings to mark rooted devices as not compliant, set an allowed threat level, enable Google Play Protect, and more.

Device Health - for Personally-Owned Work Profile Rooted devices

Not configured (default) - This setting isn't evaluated for compliance or non-compliance. Block - Mark rooted devices as not compliant.

Reference: https://docs.microsoft.com/en-us/mem/intune/protect/compliance-policy-create-windows https://docs.microsoft.com/en-
us/mem/intune/protect/compliance-policy-create-android-for-work https://docs.microsoft.com/en-us/mem/intune/protect/compliance-policy-create-ios

NEW QUESTION 61

- (Exam Topic 3)

You have a Microsoft 365 E5 subscription.

You need to download a report that lists all the devices that are NOT enrolled in Microsoft Intune and are assigned an app protection policy.
What should you select in the Microsoft Endpoint Manager admin center?

A. App

B. and then App protection policies

C. App

D. and then Monitor

E. Devices, and then Monitor

F. Reports, and the Device compliance

Answer: A

Explanation:

App report: You can search by platform and app, and then this report will provide two different app protection statuses that you can select before generating the
report. The statuses can be Protected or Unprotected.

Reference:

https://docs.microsoft.com/en-us/mem/intune/apps/app-protection-policies-monitor

NEW QUESTION 66
- (Exam Topic 3)
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You have a Microsoft 365 subscription that uses Microsoft Intune Suite. You use Microsoft Intune to manage devices.
You plan to deploy two apps named Appl and App2 to all Windows devices. Appl must be installed before App2.

From the Intune admin center, you create and deploy two Windows app (Win32) apps. You need to ensure that Appl is installed before App2 on every device.
What should you configure?

A. the Appl deployment configurations
B. a dynamic device group

C. a detection rule

D. the App2 deployment configurations

Answer: D

Explanation:

The correct answer is D because you can configure the dependencies for a Win32 app in the deployment configurations1. Dependencies are other Win32 apps
that must be installed before your Win32 app can be installed1. You can add Win32 app dependencies only after your Win32 app has been added and uploaded to
Intune2. In this case, you need to configure the App2 deployment configurations to add Appl as a dependency2. References: 1: Microsoft Intune Win32 App

Dependencies - MSEndpointMgr https://msendpointmgr.com/2019/06/03/new-intune-feature-win32-app-dependencies/ 2: Add and assign Win32 apps to Microsoft
Intune | Microsoft Learn

https://learn.microsoft.com/en-us/mem/intune/apps/apps-win32-add

NEW QUESTION 70
- (Exam Topic 3)
Your company uses Microsoft Defender for Endpoint Microsoft Defender for Endpoint includes the device groups shown in the following table.

Rank Name Members

1 Groupl Tag Equals demo And 05 In Windows 10

P Group2? Tag Equals demo

3 Group3 pomain Equals adatum.com

4 Groupd Domain Equals adatus.com And 05 In Windows 18
5 Group5 Mame starts with COMP

Last E;r;?;ﬁ:;?ed TRCRE Not applicable

You onboard a computer to Microsoft Defender for Endpoint as shown in the following exhibit.

E\ computerl

Actions

Domain: adatum.com
0% Windews10 Bd-bit (Buald 17134)

Machine IP addresses )

What is the effect of the Microsoft Defender for Endpoint configuration? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Answer Area
Computer? will be a member of; v
Group3 only
Groupd only
Grous only
Group3, Groupd, and GroupS only
If you add the tag demo to Computer1, v
Computer1 will be a member of Group1 only
Group2 only

Group1 and Group?2 only
Group1, Group2, Group3, Group4, and Group5

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Area

Computeri will be a member of: v
Group3 only

Group4 only

Grous only

Group3, Groupd, and Group5 only

If you add the tag demo to Computer1, v
Computeri will be a member of Group1 only

Group2 only
Group1 and Group2 only
Group1, Group2, Group3, Groupd, and Group5
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NEW QUESTION 71

- (Exam Topic 3)

Your company has an Azure AD tenant named contoso.com that contains several Windows 10 devices. When you join new Windows 10 devices to contoso.com,
users are prompted to set up a four-digit pin. You need to ensure that the users are prompted to set up a six-digit pin when they join the Windows 10

devices to contoso.com.

Solution: From the Microsoft Entra admin center, you modify the User settings and the Device settings. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 72
- (Exam Topic 3)
You have a Microsoft 365 subscription that contains the devices shown in the following table.

Name Platform
Device1 Windows 10
Device?2 10S

You plan to enroll the devices in Microsoft Intune.
How often will the compliance policy check-ins run after each device is enrolled in Intune? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
Device1:

Every 15 minutes for one hour, and then every eight hours
Every five minutes for 15 minutes, then every 15 minutes for two hours, and then every eight hours
Every three minutes for 15 minutes, then every 15 minutes for two hours, and then every eight hours

Device2:

Every 15 minutes for one hour, and then every eight hours
Every five minutes for 15 minutes, then every 15 minutes for two hours, and then every eight hours
Every three minutes for 15 minutes, then every 15 minutes for two hours, and then every eight hours

A. Mastered
B. Not Mastered

Answer: A

Explanation:

Box 1: Every three minutes for 15 minutes, then every 15 minutes for two hours, and then around every eight hours

If devices recently enroll, then the compliance, non-compliance, and configuration check-in runs more frequently. The check-ins are estimated at:
Windows 10: Every 3 minutes for 15 minutes, then every 15 minutes for 2 hours, and then around every 8 hours

Graphical user interface, text, application, email Description automatically generated

Platform Frequency

Android Every 3 minutes for 15 minutes. then every 15 minutes for 2 hours, and then around every

Box 2: Every 15 minutes for one hour, and then every eight hours iOS/iPadOS: Every 15 minutes for 1 hour, and then around every 8 hours
Reference: https://docs.microsoft.com/en-us/mem/intune/configuration/device-profile-troubleshoot

NEW QUESTION 76

- (Exam Topic 3)

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

Your network contains an Active Directory domain. The domain contains a computer named Computerl that runs Windows 8.1.

Computerl has apps that are compatible with Windows 10.

You need to perform a Windows 10 in-place upgrade on Computerl.

Solution: You copy the Windows 10 installation media to a Microsoft Deployment Toolkit (MDT) deployment share. You create a task sequence, and then you run
the MDT deployment wizard on Computerl.

Does this meet the goal?

A. Yes
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B. No

Answer: B

NEW QUESTION 80
- (Exam Topic 3)
You have a Microsoft 365 E5 subscription that contains a user named Userl. You need to perform the following tasks for User1:
> Set the Usage location to Canada.
> Configure the Phone and Email authentication contact info for self-service password reset (SSPR). Which two settings should you configure in the Azure Active
Directory admin center? To answer, select the
appropriate settings in the answer area.
NOTE: Each correct selection is worth one point.
Manage

& Profile

B Custom secunty attributes
(Preview)

Assigned roles

I

Administrative units

Groups

Applications

Licenses

Dewvices

Azure role assignments

a | &l = m| &

Authentication methods

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Graphical user interface, application Description automatically generated

NEW QUESTION 82

- (Exam Topic 3)

You have a Microsoft 365 E5 subscription that contains 1,000 Windows 11 devices. All the devices are enrolled in Microsoft Intune.

You plan to integrate Intune with Microsoft Defender for Endpoint.

You need to establish a service-to-service connection between Intune and Defender for Endpoint. Which settings should you configure in the Microsoft Endpoint
Manager admin center?

A. Connectors and tokens

B. Premium add-ons

C. Microsoft Tunnel Gateway
D. Tenant enrollment

Answer: A

Explanation:

Microsoft Defender for Endpoint — Important Service and Endpoint Settings You Should Configure Right Now.

As a prerequisite, however, head to tenant administration > connectors and tokens > Microsoft Defender for Endpoint and confirm the connection is enabled. You
previously set this up in the advanced settings of Microsoft 365 Defender.

Reference: https://petri.com/microsoft-defender-for-endpoint-which-settings-configure-right-now/

NEW QUESTION 87
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