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NEW QUESTION 1
Which command revokes ACL-based write access for groups and named users on the file afile?

A. setfacl -x group: * : rx, user:*: rx afile
B. setfacl -x mask: : rx afile

C. setfacl ~m mask: : rx afile

D. setfacl ~m group: * : rx, user:*: rx afile

Answer: C

NEW QUESTION 2
Which of the following types can be specified within the Linux Audit system? (Choose THREE correct answers)

A. Control rules

B. File system rules

C. Network connection rules
D. Console rules

E. System call rules

Answer: ABE

NEW QUESTION 3
Which of the following sections are allowed within the Kerberos configuration file krb5.conf? (Choose THREE correct answers.)

A. [plugins]
B. [crypto]
C. [domain]
D. [capaths]
E. [realms]

Answer: ADE

NEW QUESTION 4
Which of the following components are part of FreelPA? (Choose THREE correct answers.)

A. DHCP Server

B. Kerberos KDC

C. Intrusion Detection System
D. Public Key Infrastructure
E. Directory Server

Answer: BDE

NEW QUESTION 5

Which of the following commands disables the automatic password expiry for the user usera?
A. chage --maxdays none usera

B. chage -maxdays 99 usera

C. chage --maxdays -1 usera

D. chage --lastday none usera

E. chage --lastday 0 usera

Answer: C

NEW QUESTION 6

Given a proper network and name resolution setup, which of the following commands establishes a trust between a FreelPA domain and an Active Directory

domain?

A. ipa trust-add --type ad addom --admin Administrator --password

B. ipa-ad -add-trust --account ADDOM\Administrator--query-password
C. net ad ipajoin addom -U Administrator -p

D. trustmanager add -_domain ad: //addom --user Administrator -w

E. ipa ad join addom -U Administrator -w

Answer: A

NEW QUESTION 7

in which path is the data, which can be altered by the sysctl command, accessible?
A. /dev/sys/

B. /sys/

C. /proc/sys/

D. /sysctl/

Answer:
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NEW QUESTION 8
Which of the following statements are true regarding the certificate? (Choose THREE correct answers.)

A. This certificate belongs to a certification authority.

B. This certificate may be used to sign certificates of subordinate certification authorities.

C. This certificate may never be used to sign any other certificates

D. This certificate may be used to sign certificates that are not also a certification authority

E. This certificate will not be accepted by programs that do not understand the listed extension

Answer: ABD

NEW QUESTION 9

Which option in an Apache HTTPD configuration file enables OCSP stapling? (Specify ONLY the option name without any values or parameters.)

A. Mastered
B. Not Mastered

Answer: A
Explanation:

httpd- ssl.conf

NEW QUESTION 10

Which of the following statements is true regarding eCryptfs?

A. For every file in an eCryptfs directory there exists a corresponding file that contains the encrypted content.

B. The content of all files in an eCryptfs directory is stored in an archive file similar to a tar file with an additional index to improve performance.
C. After unmounting an eCryptfs directory, the directory hierarchy and the original file names are still visible,although, it is not possible to view the contents of the

files.

D. When a user changes his login password, the contents of his eCryptfs home directory has to be re-encrypted using his new login password.

E. eCryptfs cannot be used to encrypt only directories that are the home directory of a regular Linux user.

Answer: E

NEW QUESTION 10
Which DNS label points to the DANE information used to secure HTTPS connections to https://www.example.com/?

A. example.com

B. dane.www.example.com

C. soa.example com

D. www.example.com

E. _443_tcp.www example.com

Answer: E

NEW QUESTION 13
Which of the following commands makes the contents of the eCryptfs encrypted directory -/Private available to the user?

A. ecryptfsclient

B. ecryptfs.mount

C. ecryptfs-mount-private

D. decryptfs

E. ecryptfs-manage-di rectory

Answer: C

NEW QUESTION 14
Which of the following methods can be used to deactivate a rule in Snort? (Choose TWO correct answers.)

A. By placing a # in front of the rule and restarting Snort

B. By placing a pass rule in local.rules and restarting Snort.

C. By deleting the rule and waiting for Snort to reload its rules files automatically.

D. By adding a pass rule to /etc/snort/rules.deactivated and waiting for Snort to reload its rules files automatically.

Answer: BC

NEW QUESTION 17

Which of the following terms refer to existing scan techniques with nmap? (Choose TWO correct answers.)
A. Xmas Scan

B. Zero Scan

C. FIN Scan
D. IP Scan
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E. UDP SYN Scan

Answer: AC

NEW QUESTION 18
Which of the following statements are valid wireshark capture filters? {Choose TWO correct answers.)

A. port range 10000:tcp-15000:tcp
B. port-range tcp 10000-15000
C. tcp portrange 10000-15000
D. portrange 10000/tcp-15000/tcp
E. portrange 10000-15000 and tcp

Answer: CE

NEW QUESTION 20
When OpenVPN sends a control packet to its peer, it expects an acknowledgement in 2 seconds by default. Which of the following options changes the timeout
period to 5 seconds?

. -tls-timeout 5

. -tls- timeout 500
. -tls- timer 5

. -tls- timer 500

o0 w>

Answer: A

NEW QUESTION 22
Which of the following statements is used in a parameter file for setkey in order to create a new SPD entry?

A. spd

B. addspd
C. newspd
D. spdnew
E. spdadd

Answer: E

NEW QUESTION 27
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